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1. PURPOSE AND CONDITION THAT MAKES THE TREATMENT LAWFUL 
 

Website Operation 
The condition that makes the treatment legitimate is legitimate interest 
 

2. PERIOD OF STORAGE OF PERSONAL DATA 
 

For the entire duration of the browsing session on the Site. After these terms, personal data will be 
destroyed, deleted or made anonymous (where not already collected anonymously). 
 

3. DATA PROCESSED FOR SITE OPERATION PURPOSE 
 
The IP addresses or domain names of the computers used by users connecting to the Site, the time 
of the request, the method used to submit the request to the server, information on the file 
obtained in response, the status of the response given by the server, other parameters relating to 
the operating system and the user's IT environment, information relating to user behavior on the 
Site, to the pages that have been visited or searched, in order to understand the interest of the   
user of the Site and the data relating to the browsing behavior maintained on the Site using, for 
example, cookies. In the processing of personal data that can, directly or indirectly, identify your 
person, we try to respect a principle of strict necessity of data. For this reason, we have configured 
the Site in such a way that the use of personal data is reduced to a minimum and in such a way as 
to limit the processing of personal data that allows us to identify you only in case of need or at the 
request of the authorities and forces of police (such as, for example, data relating to traffic and 
your stay on the site or your IP address) or to ascertain responsibility in the event of hypothetical 
computer crimes against the site. 
 
 

4. DATA VOLUNTARILY PROVIDED 
 
In some sections of the site, some personal data will be requested. In this case, the information will 
be provided, pursuant to art. 13 of the GDPR, in any case relating to the processing of personal data 
in relation to the individual purposes possibly pursued.  
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5. CONTENT DATA SHARING – SOCIAL NETWORK 
 
If you decide to share some content via one or more social networks (Facebook, Twitter, YouTube, 
Instagram) the site may access some information from your account or profile if you have activated 
the sharing of your account or profile data with applications from third parts. Cavotec has no 
control over the data management of the third-party site and therefore no responsibility. 
 

6. OBLIGATION TO PROVIDE DATA 
 
Some personal data are strictly necessary for the operation of the Site, others are used only to 
obtain anonymous statistical information on the use of the Site and to check its correct operation 
and are deleted immediately after processing. 
 

7. ADDRESSEES AND SUBJECT AUTHORIZED FOR DATA TREATMENT 
 
The data collected during navigation of the Site will be processed by employees, collaborators of 
the Data Controller or external subjects, in their capacity as appointees and data processors, who 
carry out on behalf of the Data Controller tasks of a technical and organizational nature of the Site. 

8. DATA SECURITY 
 
Your personal data will be processed using automated tools in compliance with the principle of 
necessity and proportionality, avoiding processing personal data if the operations can be performed 
using anonymous data or using other methods.  
We have adopted specific security measures to prevent the loss of personal data, illicit or incorrect 
use and unauthorized access, but please do not forget that it is essential for the security of your data 
that your device is equipped with tools such as constantly updated antivirus and that the provider 
that provides the Internet connection guarantees the secure transmission of data through firewalls, 
anti-spam filters and similar devices. 
 

9. YOUR RIGHTS 
 
By contacting the Data Controller via e-mail: dpo@cavotec.com , you can request access to data 
concerning you, their deletion, incorrect data correction, incomplete data integration, processing 
limitation, portability and opposition to processing in the hypothesis of legitimate interest of the Data 
Controller. You have the right to lodge a complaint with the competent supervisory authority in the 
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Member State in which you habitually reside or work or in the State where the alleged violation 
occurred. 
 
The data controller is Cavotec SA and can be contacted at the address of the registered office in Via 
G.B. Pioda 14, 6700 Lugano (TI) Switzerland or at the address of his representative in EU: Cavotec 
Specimas S.p.A. Via Gaetana Agnesi, 3 – 20834 Nova Milanese (MB) Italy. 
The Head of Personal Data Protection can be contacted at the e-mail address: dpo@cavotec.com  
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